Zatgcznik nr 1
do zarzgdzenia Rektora
Nr 2/2026 z dnia 8 stycznia 2026 r.

Ic Panstwowa Akademia
B Nauk Stosowanych
wl v Glogowie

POLITYKA BEZPIECZENSTWA
W ZAKRESIE OCHRONY DANYCH OSOBOWYCH

W PANSTWOWE] AKADEMII NAU STOSOWANYCH W GLOGOWIE

Spis tresci

[, PODSTAWA PRAWNA ..ottt 2
. SEOWNIK POJEC ... sssssessesneansssanes 2
Ill.  CEL WPROWADZENIA POLITYKI BEZPIECZENSTWA W ZAKRESIE OCHRONY DANYCH
OSOBOWYCH....ouiiiiiiiiii ettt 4
IV.  ZAKRES STOSOWANIA POLITYKI oottt 5
V. OBSZAR PRZETWARZANIA DANYCH .....ceiriririeieiitninieieieittese ettt sttt 6
VI.  CHARAKTERYSTYKA ZBIOROW DANYCH......cooivurereeereereriessesssessses s sess s ssssssss s ssssssssenns 7
VIl.  ORGANIZACJA PRZETWARZANIA DANYCH OSOBOWYCH ..ottt 7
1. Zakresy czynnosci i zarzgdzanie danymi 0SODOWYM......c.cvvrererieineerenenieerieenieeeeiesenieneees 7
2. Przyznawanie i odwotywanie uprawnien do przetwarzania danych .......c.ccccecevevenencnncne 10
3. Zasady przetwarzania danych 0SODOWYCH .......ccoiiiiiiniee e 10
4, Zasady bezpieczenstwa przetwarzania danych 0sobowych ... 11
5. Udostepnianie danych 0SODOWYCH ..ot 12
6. Powierzenie przetwarzania danych 0SODOWYCH .....c.ccoiiiiiievnnieeneeceese e 12
8. LA oTol = o [aa Tl a1 1S (o Y7 T oY1= T 13
9. OboWiIgzek INFOrMACY MY ...coiviiieiririereteret ettt st sttt ne st s seaeneenes 13
10. Przekazanie danych osobowych do panstwa trzeCiego........cccveevreerieenieenieenenieenieeens 14
VIIl.  NARUSZENIE OCHRONY DANYCH OSOBOWYCH .....c.ccirmirieieiiiinininiereretnisesierereeeseeae e 15
IX.  REJESTROWANIE CZYNNOSCI PRZETWARZANIA ........ovoeveeeereesreessessseessessses s 15
X.  OCHRONA DANYCH W FAZIE PROJEKTOWANIA ORAZ DOMYSLNA OCHRONA DANYCH ........... 15
Xl POSTANOWIENIA KONCOWE .....ovivuniveeiiersisnisssssssssssessssssssssssssssssssssss s sssssssssssssssesssssssssssssssnnns 16
XL LISTA ZAEACZNIKOW .....oooeeeveevesieeseesse s sss st ssas s sssnens 16



Zatgcznik nr 1
do zarzgdzenia Rektora
Nr 2/2026 z dnia 8 stycznia 2026 r.

W ramach realizacji celéw statutowych oraz innych celéw wynikajgcych z przepiséw prawa
Panstwowa Akademia Nauk Stosowanych w Gtogowie, jako administrator danych osobowych
stosuje Polityke bezpieczenstwa w zakresie danych osobowych i spetnia wymagane prawem
obowigzki wobec o0s6b, ktérych dane dotycza.

Majgc powyzsze na uwadze ustala sie nastepujgce wytyczne Polityki bezpieczenstwa w zakresie
ochrony danych osobowych w Uczelni, zwane dalej ,Politykg bezpieczenstwa” lub ,Polityka".

I.  PODSTAWA PRAWNA

§1.

Dane osobowe w Panstwowej Akademii Nauk Stosowanych w Gtogowie przetwarzane sg

z poszanowaniem obowigzujgcych w tym zakresie przepiséw prawa, w szczegolnosci przepisow
Rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 roku
w sprawie ochrony osdb fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie
swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE zwanego Ogdélnym
Rozporzadzeniem o Ochronie Danych, a takze innych aktow prawnych, ktére znajduja
zastosowanie do przetwarzania danych osobowych i ochrony prywatnosci.

§2.
Uczelnia przetwarza dane osobowe:

1) wzwigzku z realizacjg zadan Uczelni, wynikajacych z Ustawy z dnia 20 lipca 2018 r. Prawo
o szkolnictwie wyzszym i nauce (t.j. Dz.U. z 2024 r., poz. 1571, ze zm.),

2) w celu zapewnienia prawidtowej, zgodnej z prawem polityki personalnej oraz wypetnienia
obowigzkdéw prawnych cigzacych na administratorze, jako pracodawcy,

3) dla realizacji innych celéw i zadan - w szczegdlnosci wynikajacych z przepiséw prawa lub
prawnie uzasadnionych intereséw administratora,

4) w pozostatych, prawnie uzasadnionych celach - za zgodg oséb, ktérych dane dotycza.
I.  SLOWNIK POJEC

8 3.
Uzyte w niniejszym dokumencie okreslenia oznaczaja:

1) Administrator Danych Osobowych (Administrator, ADO) - Paristwowa Akademia Nauk
Stosowanych w Gtogowie reprezentowana przez Rektora;

2) Administrator Systemu Informatycznego (ASI) - pracownik odpowiedzialny za prawidtowg
prace systeméw informatycznych;

3) Czynnos¢ przetwarzania - zesp6t powigzanych ze sobg operacji na danych, ktére mozna
okresli¢ w sposéb zbiorczy, w zwigzku z celem w jakim te czynnosci sg podejmowane;

4) Dane osobowe - wszelkie informacje dotyczace zidentyfikowanej lub mozliwej do
zidentyfikowania osoby fizycznej;

5) Dane osobowe szczegdlne - dane osobowe ujawniajgce pochodzenie rasowe lub etniczne,
poglady polityczne, przekonania religijne lub Swiatopoglagdowe, przynaleznos¢ do
zwigzkéw zawodowych oraz przetwarzania danych genetycznych, danych biometrycznych
w celu jednoznacznego zidentyfikowania osoby fizycznej lub danych dotyczgcych zdrowia,
seksualnosci lub orientacji seksualnej tej osoby;
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6) Dane osobowe zwykte - wszystkie dane osobowe nie stanowigce danych osobowych
szczegdlnych;

7) Hasto - cigg znakow literowych, cyfrowych lub innych specjalnych znany jedynie osobie
uprawnionej do pracy w systemie informatycznym;

8) Incydent - naruszenie ochrony danych osobowych;

9) Integralnos¢ danych - wiasciwos¢ zapewniajaca, ze dane osobowe nie zostaty zmienione
lub zniszczone w sposéb nieautoryzowany;

10) Inspektor Ochrony Danych (IOD) - osobe wyznaczong przez Administratora, nadzorujgca
przestrzeganie zasad ochrony przetwarzania danych osobowych w Uczelni;

11) Miejsce przetwarzania danych osobowych - obszar gdzie wykonywane sg jakiekolwiek
operacje na danych osobowych w ramach jednostki organizacyjnej Administratora;

12) Naruszenie ochrony danych osobowych - przypadkowe lub niezgodne z prawem
zniszczenie, utracenie, zmodyfikowanie, nieuprawnione ujawnienie lub nieuprawniony
dostep do danych osobowych, przesytanych, przechowywanych lub w inny sposéb
przetwarzanych;

13) Osoba upowazniona - osobe, ktdéra upowazniona zostata w formie pisemnej przez
Administratora do przetwarzania danych osobowych;

14) Podmiot przetwarzajacy - oznacza osobe fizyczng lub prawng, organ publiczny, jednostke
lub inny podmiot, ktéry przetwarza dane osobowe w imieniu Administratora;

15) Poufnos¢ danych - wiasciwos¢ zapewniajgcg, ze dane nie sg udostepniane
nieupowaznionym podmiotom;

16) Proces przetwarzania danych - zespot czynnosci przetwarzania danych osobowych;

17) Przetwarzanie danych osobowych - jakiekolwiek operacje wykonywane na danych
osobowych, takie jak, zbieranie, utrwalanie, przechowywanie, opracowywanie,
zmienianie, udostepnianie i usuwanie, a zwtaszcza te, ktére wykonuje sie w systemach
informatycznych;

18) Rozliczalnos¢ - wtasciwos¢ zapewniajaca, ze dziatania podmiotu moga by¢ przypisane w
sposéb jednoznaczny tylko temu podmiotowi;

19) RODO - Rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia
2016 r. w sprawie ochrony oséb fizycznych w zwigzku z przetwarzaniem danych osobowych
i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE
(ogblne rozporzadzenie o ochronie danych);

20) System informatyczny - zespdt wspétpracujgcych ze sobg urzadzen, programéw, procedur
przetwarzania informacji i narzedzi programowych zastosowanych w celu przetwarzania
danych;

21) Uczelnia lub PANS - Panstwowa Akademia Nauk Stosowanych w Gtogowie;

22) Upowaznienie - uprawnienie do przetwarzania danych osobowych wydane w formie
pisemnej (elektronicznej lub papierowej);

23) Usuwanie danych - trwate zniszczenie danych osobowych lub taka ich modyfikacja, ktéra
nie pozwoli na ustalenie tozsamosci osoby, ktérej dane dotycza;

24) Uwierzytelnianie - rozumie sie przez to dziatanie, ktérego celem jest weryfikacja
deklarowanej tozsamosci podmiotu;
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25) Uzytkownik/pracownik (w tym podmiotu trzeciego) - osoba przetwarzajgca dane
w systemie oraz poza nim (np. dokumentacji w formie tradycyjnej), niezaleznie od formy
zatrudnienia w Uczelni lub formy prawnej wigzacej z tg osoba. W szczegdlnosci moga byc
to osoby zatrudnione na umowe o prace, stazysci, praktykanci, osoby realizujgce zadania
na podstawie podpisanej umowy cywilnoprawnej;

26) Wspotadministrowanie - sytuacja w ktérej co najmniej dwoch administratoréw wspdlnie
ustala cele i sposoby przetwarzania danych;

27) Zabezpieczenie danych osobowych - wdrozenie i eksploatacje stosownych Srodkow
technicznych i organizacyjnych zapewniajgcych ochrone danych przed ich nieuprawnionym
przetwarzaniem;

28) Zbiér danych - to uporzadkowany zestaw danych osobowych dostepnych wedtug
okreslonych kryteriéw, niezaleznie od tego, czy zestaw ten jest scentralizowany,
zdecentralizowany czy rozproszony funkcjonalnie lub geograficznie;

29) Zdarzenie - informacja lub okoliczno$¢ dajaca podejrzenie naruszenia ochrony danych
osobowych na podstawie, ktorej dokonuje sie oceny ryzyka naruszenia praw i wolnosci. W
przypadku stwierdzenia braku zagrozenia dla praw i wolnosci zdarzenie nie stanowi
naruszenia tych praw:

30) Zgoda na przetwarzanie danych osobowych - oswiadczenie woli osoby, ktérej dane sg
przetwarzane przez administratora danych, w ktérej wyraza swojg aprobate dla tego
procesu.

lll.  CEL WPROWADZENIA POLITYKI BEZPIECZENSTWA W ZAKRESIE OCHRONY DANYCH
OSOBOWYCH

§4.

1. Polityka bezpieczenstwa w zakresie ochrony danych osobowych stanowi zbiér zasad
obowigzujgcych przy przetwarzaniu danych osobowych w Panstwowej Akademii Nauk
Stosowanych w Gtogowie.

2. Celem Polityki jest:

1) zapewnienie wlasciwego poziomu bezpieczeristwa danych osobowych w Uczelni poprzez
wdrozenie odpowiedniego systemu ich ochrony przed zagrozeniami wewnetrznymi i
zewnetrznymi;

2) podniesienie poziomu Swiadomosci pracownikéw Uczelni co do istoty problemu
bezpieczehstwa danych osobowych.

3. Polityka bezpieczeristwa jest jednoczesnie dokumentem okreslajgcym zadania oséb
funkcyjnych, pracownikéw oraz pracownikéw i wspotpracownikéw podmiotéw trzecich, ktére
na mocy zawartych uméw majg dostep do informacji chronionych. Ma ona pomac
w zapewnieniu: poufnosci, integralnosci, dostepnosci oraz rozliczalnosci przetwarzanych
danych osobowych i innych zidentyfikowanych aktywow informacyjnych.
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ZAKRES STOSOWANIA POLITYKI

§5.

Polityka bezpieczenistwa odnosi sie do danych osobowych przetwarzanych w:

1

2)
3)

zbiorach danych tradycyjnych, na papierowych nosnikach danych (dokumentacja
papierowa, np. kartoteki, ksiegi, wykazy, listy itp.),

systemach informatycznych i na nosnikach cyfrowych,
systemach dozoru wizyjnego (monitoring).

§ 6.

1. Polityka bezpieczenstwa zapewnia, przy uwzglednieniu zasad wynikajacych z art. 5 RODO
zapewnia, aby dane byty:

1

2)

3)

4)

6)

7)

przetwarzane zgodnie z prawem, rzetelnie i w sposéb przejrzysty dla osoby, ktérej dane
dotyczg (zasada zgodnosci z prawem, rzetelnosci i przejrzystosci);

zbierane w konkretnych, wyraznych i prawnie uzasadnionych celach i nieprzetwarzane
dalej w sposob niezgodny z tymi celami; dalsze przetwarzanie do celéw archiwalnych

w interesie publicznym, do celéw badan naukowych lub historycznych lub do celéw
statystycznych nie jest uznawane w mysl art. 89 ust. 1 RODO za niezgodne z pierwotnymi
celami (zasada ograniczenia celu, celowosci);

adekwatne, stosowne oraz ograniczone do tego, co niezbedne do celdw, w ktérych sg
przetwarzane (zasada minimalizacji danych);

prawidtowe i w razie potrzeby uaktualniane; nalezy podja¢ wszelkie rozsgdne dziatania,
aby dane osobowe, ktére sg nieprawidtowe w Swietle celdw ich przetwarzania, zostaty
niezwtocznie usuniete lub sprostowane (zasada prawidtowosci);

przechowywane w formie umozliwiajgcej identyfikacje osoby, ktérej dane dotycza, przez
okres nie dtuzszy, niz jest to niezbedne do celéw, w ktorych dane te sg przetwarzane.
Zgodnie z art. 89 ust. 1 RODO dane osobowe mozna przechowywac przez okres dtuzszy,
o ile bedg one przetwarzane wytgcznie do celéw archiwalnych w interesie publicznym, do
celéw badan naukowych lub historycznych lub do celéw statystycznych (zasada
ograniczenia przechowywania);

przetwarzane w sposéb zapewniajgcy odpowiednie bezpieczenstwo danych osobowych,
w tym ochrone przed niedozwolonym lub niezgodnym z prawem przetwarzaniem oraz
przypadkowq utratg, zniszczeniem lub uszkodzeniem, za pomocg odpowiednich srodkéw
technicznych lub organizacyjnych (zasada integralnosci i poufnosci);

przetwarzane w sposéb, ktory pozwoli administratorowi wykazac, iz spetnione sg zasady
wymienione w pkt 1-6 (zasada rozliczalnosci).

2. Szczegoblnej ochronie podlegajg dane osobowe wymienione w art. 9 ust. 1 RODO, tj. dane
ujawniajace pochodzenie rasowe lub etniczne, poglady polityczne, przekonania religijne lub
Swiatopogladowe, przynaleznos¢ do zwigzkéw zawodowych oraz dane genetyczne, dane
biometryczne, dane dotyczace zdrowia, seksualnosci lub orientacji seksualnej, a takze dane
osobowe dotyczgce wyrokow skazujgcych oraz czyndéw zabronionych lub powigzanych
srodkow bezpieczenstwa - art. 10 RODO.
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§7.

Procedury okreslone w niniejszym dokumencie majg zastosowanie do wszystkich oséb
wykonujacych prace zwigzane z dziatalnoscig Uczelni lub na rzecz Uczelni (niezaleznie od
formy wspétpracy, czy rodzaju umowy) w szczegélnosci pracownikéw, wspdtpracownikéw
(w tym zleceniobiorcéw i oséb realizujgcych umowy o dzieto) oraz innych oséb, ktérym
zostato udzielone upowaznienie do przetwarzania danych osobowych.

PANS, jego pracownicy i wspoétpracownicy deklarujg petne zaangazowanie dla
bezpieczehstwa przetwarzania danych osobowych przetwarzanych zaréwno w sposéb
tradycyjny, jak i w systemach informatycznych oraz na nosnikach cyfrowych.

Ochrona danych osobowych wynikajgca z Polityki jest realizowana na kazdym etapie
przetwarzania informacji.

Uczelnia, jako administrator danych stosuje Srodki organizacyjne i techniczne, w tym
informatyczne zapewniajgce ochrone przetwarzanych danych osobowych odpowiednie do
zagrozen oraz kategorii danych objetych ochrong, w szczegdlnos$ci wprowadza rozwigzania
dotyczace:

1) pseudonimizacji (polegajacej na zamianie posiadanych danych np. imienia i nazwiska na
ciag liter albo cyfr, ktére mozna rozszyfrowac wytgcznie na podstawie przechowywanych
oddzielnie informacji tzw. Klucza) i szyfrowania danych osobowych,

2) zdolnosci do ciggtego zapewnienia poufnosci, integralnosci, dostepnosci i odpornosci
systemow i ustug przetwarzania danych,

3) zdolnosci do szybkiego przywrdcenia dostepnosci danych osobowych i dostepu do nich
w razie incydentu fizycznego lub technicznego, skutkujgcego naruszeniem ochrony
danych osobowych,

4) regularnego testowania, mierzenia i oceniania skutecznosci srodkéw technicznych
i organizacyjnych majgcych zapewnic bezpieczehstwo przetwarzania.

OBSZAR PRZETWARZANIA DANYCH

§8.

Uczelnia ustala obszar przetwarzania danych osobowych, ktéry obejmuje wszystkie
pomieszczenia, w ktérych wykonuje sie jakiekolwiek operacje na danych osobowych, w
szczegdlnosci wprowadzanie, modyfikowanie, archiwizowanie, usuwanie dane, a takze
wszystkie miejsca, gdzie przechowuje sie systemy informatyczne lub nosniki informacji
zawierajgce dane osobowe, jak szafy z dokumentacjg papierowg lub zawierajacg
elektroniczne nosniki informacji.

W celu zapewnienia bezpieczenstwa pracownikéw i studentéw, ochrony mienia, dochodzenia
roszczen, zachowania tajemnicy informacji, ktérych ujawnienie mogtoby narazi¢ pracodawce
na szkode stosuje sie wideomonitoring zgodnie z zapisami Regulaminu Pracy. Dostep do
nagran z wideomonitoringu jest ograniczony do oséb upowaznionych i wykorzystywany
wytgcznie w celach bezpieczenstwa i dochodzenia roszczen.

W celu ochrony obszaru przetwarzania przed dostepem 0séb nieuprawnionych stosuje sie
instalacje alarmowa oraz procedure dotyczacg kluczy, zabezpieczajgc w ten sposéb budynki
i pomieszczenia. Ewidencje poboru i zdania kluczy prowadzi portiernia/recepcja.

Procedura dotyczgca kluczy stanowi zatgcznik nr 2 do niniejszej Polityki.



VL.

VIL.

1.

Zatgcznik nr 1
do zarzgdzenia Rektora
Nr 2/2026 z dnia 8 stycznia 2026 r.

CHARAKTERYSTYKA ZBIOROW DANYCH

§9.

Przetwarzane w Uczelni dane osobowe sg gromadzone w zbiorach, tworzonych w taki
sposob, aby odpowiednie dane byty dostepne w oparciu o okreslone kryteria, niezaleznie od
tego, czy zestaw danych jest scentralizowany lub zdecentralizowany.

Wykaz prowadzonych w Uczelni zbioréw danych osobowych stanowi zatgcznik nr 3 do
niniejszej Polityki.

W Uczelni moga by¢ tworzone réwniez inne niz te zawarte w zatgczniku nr 3, zbiory danych w
celach doraznych, ze wzgledéw technicznych lub w zwigzku z realizacjg okreslonego zadania.

Zbiory te, po ich wykorzystaniu sg niezwtocznie usuwane albo poddane modyfikacji tak, by
danych w nich zawartych nie mozna byto przypisa¢ konkretnej lub dajacej sie ustali¢ osobie.

Zabronione jest przetwarzanie danych osobowych, w tym tworzenie zbioréw danych, a takze
gromadzenie w zbiorach lub poza nimi danych osobowych - innych niz niezbedne dla
realizacji celéw, do ktorych dane te zostaty zebrane.

Wszelkie nowe programy i systemy informatyczne, ktére majg stuzy¢ gromadzeniu i
przetwarzaniu danych osobowych w Uczelni muszg zapewniaé¢ mozliwo$¢ obstugi
okreslonych zbioréw danych oraz spetnia¢ wymogi bezpieczeristwa wskazane przez
Administratora.

ORGANIZACJA PRZETWARZANIA DANYCH OSOBOWYCH

Zakresy czynnosci i zarzadzanie danymi osobowymi

Administratorem przetwarzanych w Uczelni danych osobowych w rozumieniu rozporzadzenia jest
Panstwowa Akademia Nauk Stosowanych w Gtogowie reprezentowana przez Rektora. W trakcie
nieobecnosci Rektora funkcje Administratora petni zastepujacy go Prorektor.

§10.

Administrator jest zobowigzany do przestrzegania przepiséw dotyczacych ochrony danych
osobowych, w szczegdlnosci poprzez:

1) zapewnienie wiasciwych warunkdw organizacyjnych i technicznych, gwarantujacych
ochrone danych osobowych przetwarzanych w podlegtych im obszarach oraz ich
zabezpieczenie przed udostepnieniem osobom nieupowaznionym, zabraniem przez
osobe nieuprawniong, przetwarzaniem z naruszeniem ustawy oraz zmiang, utrata,
uszkodzeniem lub zniszczeniem;

2) dotozenie szczegdlnej starannosci w celu ochrony interesdw oséb, ktérych dane dotycza,
a w szczegdblnosci zapewnienie, aby dane te byty:

a) przetwarzane zgodnie z prawem,

b) zbierane dla oznaczonych, zgodnych z prawem celéw i niepoddane dalszemu
przetwarzaniu niezgodnemu z tymi celami,

C) merytorycznie poprawne i adekwatne w stosunku do celéw w jakich sg przetwarzane,

d) przechowywane w postaci umozliwiajgcej identyfikacje oséb, ktérych dotyczg, nie
dtuzej niz jest to niezbedne do osiggniecia celu przetwarzania;
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3) dopuszczanie do przetwarzania danych wytgcznie oséb posiadajgcych stosowne
upowaznienie;

4) wdrozenie, a nastepnie nadzorowanie przestrzegania przez pracownikow przepisow
wewnetrznych obowigzujacych w tym zakresie, tj. Polityki ochrony danych osobowych
i Instrukcji zarzgdzania systemem informatycznym;

5) wykonywanie zalecer IOD w zakresie ochrony danych osobowych;

6) uwzglednianie zalecen ASI w zakresie zabezpieczenh systemow informatycznych, w tym
akceptowanie, niezbednych dla zgodnosci z prawem, modyfikacji stosowanych systeméw
informatycznych;

7) sprawowanie kontroli nad przetwarzaniem danych osobowych.

Administrator zapewnia i stosuje odpowiednie Srodki informatyczne, techniczne i
organizacyjne (wykaz w/w srodkdéw stanowi zatgcznik nr 4 do niniejszej Polityki), zapewniajgc
ochrone przetwarzanych danych osobowych odpowiednig do wynikéw analizy ryzyka, a w
szczegdblnosci:

1) podejmuje decyzje o celach i Srodkach przetwarzanie danych osobowych,

2) podejmuje decyzje o technicznych i organizacyjnych zabezpieczeniach oraz wdraza zasady
i procedury postepowania majgce na celu zapewnienie adekwatnego poziomu
bezpieczenhstwa przetwarzanych danych,

3) upowaznia poszczegoélne osoby do przetwarzania danych osobowych w okreslonym
indywidualnym zakresie, odpowiadajgcym zakresowi jej obowigzkow,

4) podejmuje odpowiednie dziatania w przypadku naruszenia lub podejrzenia naruszenia
bezpieczenstwa danych osobowych,

5) prowadzi kontrole przestrzegania procedur przetwarzania danych osobowych,

6) zapewnia realizacje praw oséb, ktérych dane osobowe sg przetwarzane (m.in. prawo
wgladu, poprawiania danych i wniesienia sprzeciwu wobec przetwarzanych danych),

7) reprezentuje PANS w Glogowie w postepowaniach przed organami publicznymi oraz
w kontaktach z podmiotami trzecimi w sprawach zwigzanych z pozyskiwaniem,
przetwarzaniem, ochrong i powierzeniem danych osobowych,

8) decyduje o formach przeciwdziatania ewentualnym zagrozeniom,

9) zapewnia udziat oséb o odpowiednich kompetencjach i wiedzy (pracownikéw
Administratora i podmiotow zewnetrznych) przy realizacji audytow i weryfikacji systemu
ochrony danych osobowych prowadzonego przez 10D,

10) zapewnia bezpieczne usuniecie danych osobowych w przypadku uzasadnionego zadania
niezwtocznego usuniecia danych osobowych, bez zbednej zwtoki.

§11.

Rektor wyznacza Inspektora Ochrony Danych (I0OD), ktéry nadzoruje przestrzeganie zasad
ochrony danych osobowych.

W zakresie obowigzkéw wynikajacych z niniejszej Polityki, IOD podlega bezposrednio
Rektorowi.

IOD wykonuje swoje zadania we wspoétpracy z Administratorem Danych Osobowych (ADO)
Administratorem Systeméw Informatycznych (ASI)
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4. Do zadan |OD nalezy, w szczegdlnosci:

1)

4)

&)

7)

8)

9)

zapewnienie przestrzegania przepiséw o ochronie danych osobowych w PANS w
Gtogowie, w tym rowniez udzielanie zaleceh odnosnie ochrony danych osobowych oraz
monitorowanie ich wykonania;

podejmowanie dziatah monitorujacych i kontrolnych w jednostkach organizacyjnych
Uczelni, lub podmiotach, ktérym Uczelnia powierzyta przetwarzanie danych osobowych, a
w przypadku stwierdzenia naruszenia przepiséw o ochronie danych osobowych
whioskowanie o niezwtoczne ich usuniecie;

prowadzenie centralnej ewidencji oséb upowaznionych do przetwarzania danych
osobowych, a takze nadzorowanie przyznawania i odwotywania uprawnien w tym
zakresie;

prowadzenie centralnego rejestru czynnosci przetwarzania danych osobowych oraz - gdy
ma to zastosowanie - rejestru kategorii czynnosci przetwarzania dokonywanych w imieniu
Administratora, a takze innych ewidencji zwigzanych z ochrong danych osobowych;

koordynowanie procesu przyznawania/zmiany/odwotywania uprawnien do przetwarzania
danych osobowych w ramach Uczelni;

wspotpracowanie z organem nadzorczym, w tym monitorowanie jego zaleceh w zakresie
ochrony danych osobowych i implementowanie ich w Uczelni;

informowanie Administratora, podmiotu przetwarzajgcego oraz pracownikéw o
obowigzkach spoczywajacych na nich na mocy rozporzadzenia i doradzanie im w tym
zakresie;

opiniowanie wprowadzonych przez Administratora polityk, procedur, analiz oraz
rejestrow czynnosci;

reagowanie na zdarzenia i incydenty ochrony danych osobowych w Uczelni;

10) petnienie roli punktu kontaktowego dla 0séb, ktérych dane dotyczg we wszystkich

sprawach zwigzanych z przetwarzaniem ich danych osobowych oraz wykonywaniem praw
przystugujacych im na mocy rozporzadzenia.

11) wzér powotania IOD stanowi zatgcznik nr 5 do niniejszej Polityki.

§12.

1. Rektor powotuje Administratora Systemdw Informatycznych (ASI) oraz okresla zakres jego
zadan i czynnosci w zakresie ochrony danych osobowych w systemach (wzér powotania ASI
stanowi zatagcznik nr 6 do niniejszej Polityki).

2. Do zadan ASI nalezg czynnosci zwigzane z biezgcg aktualizacjg i utrzymaniem ciggtosci
dziatania systeméw informatycznych; a takze:

1)

2)

4)

przeciwdziatanie dostepowi 0s6b niepowotanych do systeméw informatycznych, w
ktérych przetwarzane sg dane osobowe, w tym stosowanie wszelkich dostepnych
mechanizmdéw ochrony celem witasciwego ich zabezpieczenia;

przydzielanie uzytkownikom dostepu do systeméw informatycznych a takze blokowanie
tego dostepu w przypadku cofniecia uprawnien lub rozwigzania stosunku pracy;

prowadzenie i aktualizacje wykazu oséb upowaznionych do przetwarzania danych
osobowych w administrowanych przez nich systemach;

szkolenie uzytkownikdow z obstugi i bezpiecznej eksploatacji systeméw;
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5) informowanie 10D o wszelkich naruszeniach ochrony danych osobowych w
przetwarzanych systemach informatycznych, a takze wspétdziatanie przy usuwaniu
skutkow tych naruszen;

6) usuwanie danych osobowych z administrowanych systemdéw informatycznych.
Przyznawanie i odwotywanie uprawnien do przetwarzania danych
§13.

Kazda osoba przetwarzajgca dane osobowe na potrzeby Uczelni jest obowigzana zapoznac sie
z trescig niniejszej Polityki oraz bezwzglednie stosowal sie do jej zapiséw. Osoby
przetwarzajgce dane osobowe czynig to na polecenie Administratora oraz na podstawie
wydanego przez niego upowaznienia (zatgcznik nr 1).

Upowaznienie przyznawane jest na czas trwania umowy o prace lub innej umowy
cywilnoprawnej chyba, ze bezposredni przetozony zadecyduje inaczej, a takze na czas
okreslonego zadania, ktore nierozerwalnie zwigzane jest z przetwarzaniem danych.

Upowaznienie jest przyznawane przed rozpoczeciem przetwarzania danych osobowych.

Uprawnienia do przetwarzania danych osobowych wygasajg z chwilg ustania stosunku
pracy/wygasniecia umowy cywilnoprawnej, porozumien lub z uptywem okresu waznosci
upowaznienia.

Decyzje o cofnieciu uprawnien w okresie ich trwania podejmuje Administrator (ADO)

Ewidencje os6b upowaznionych do przetwarzania danych osobowych prowadzi Inspektor
Ochrony Danych.

Nadane upowaznienia przechowywane sg w systemie informatycznym oraz w formie
papierowe;j.

Zasady przetwarzania danych osobowych

§14.

Pracownicy/uzytkownicy sg zobowigzani do przestrzegania przepisOw prawa powszechnie
obowigzujgcego i regulacji wewnetrznych dotyczacych ochrony danych osobowych. W tym
celu zobowigzani sg do:

a) pisemnego wnioskowania o zaewidencjonowanie nowych zbioréw danych osobowych
w wykazie prowadzonym przez Inspektora Ochrony Danych,

b) biezgcej oceny funkcjonowania mechanizmow zabezpieczen i ochrony,

c) wystepowania z wnioskami w sprawie wprowadzenia niezbednych zmian w zakresie
ochrony danych osobowych,

Jezeli przepisy odrebnych ustaw, ktére odnoszg sie do przetwarzania danych osobowych,
przewiduja dalej idgcg ich ochrone, niz to wynika z RODO, czy Ustawy, stosuje sie przepisy
tych ustaw.

Pracownicy/uzytkownicy przetwarzajgcy dane osobowe obowigzani sg dotozy¢ nalezytej
starannosci w celu ochrony interesu osdb, ktérych dane sg gromadzone i przetwarzane, a w
szczegollnosci nalezy przestrzegac, aby dane te byty:

a) przetwarzane zgodnie z powszechnie obowigzujgcym prawem i regulacjami
wewnetrznymi,

b) zbierane dla oznaczonych, zgodnych z prawem celéw i nie poddawane dalszemu
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przetwarzaniu niezgodnemu z tymi celami,

merytorycznie poprawne i adekwatne w stosunku do celdw, w jakich sg przetwarzane,

przechowywane w postaci umozliwiajgcej identyfikacje oséb, ktérych dotycza, nie dtuzej
niz jest to niezbedne do osiggniecia celu przetwarzania,

oraz by wypetniany byt obowigzek informacyjny, w przypadkach wskazanych w
przepisach prawa powszechnie obowigzujacego.

4. Zasady bezpieczeristwa przetwarzania danych osobowych

§15.

1. W Uczelni stosowane sg nastepujace zasady bezpiecznego przetwarzania danych
osobowych:

1)

2)

3)
4)

&)

9)

zakaz udostepniania haset dostepu do systemow informatycznych lub pozostawiania ich
w tatwo dostepnych miejscach na stanowisku pracy,

zakaz udzielania informacji zawierajacych dane osobowe w rozmowach przez telefon, z
osobami, ktérych tozsamosci nie mozna jednoznacznie zweryfikowac i potwierdzic,
wymag przestrzegania tzw. ,polityki czystego biurka” i ,polityki czystego pulpitu”,

do codziennej pracy w systemie informatycznym wymog uzywania zwyktego konta
uzytkownika, bez uprawnien administratora,

wymaég zachowania podwyzszonej ostroznosci wobec wiadomosci e-mail otrzymanych
od niezweryfikowanych nadawcow - zakaz klikania w podejrzane linki i otwierania
nieznanych zatacznikéw,

wymaég stosowania szyfrowania zatgcznikdéw zawierajgcych dane osobowe, wysytanych
e-mailem poza obszar domeny Uczelni,

wymaég pracy w odpowiednim skupieniu i bez nadmiernego pospiechu,

podczas opuszczania systemu informatycznego - wymag wyrobienia nawyku
wylogowania poprzez przycisk ,Wyloguj/Wyloguj sie” zamiast uzywania krzyzyka w celu
zamkniecia okna lub pozostawiania aktywnego dostepu do systemu (bez wylogowania),

po zakoriczeniu pracy - wymag biezgcego usuwania zbednych danych, zaréwno w
odniesieniu do dokumentdw papierowych, jak i w wersji elektronicznej.

2. Podczas pracy w kazdym systemie informatycznym stosowane sg nastepujgce zasady
ogolne:

1)

3)

dane osobowe w systemach informatycznych moze przetwarza¢ wytgcznie osoba
posiadajgca pisemne upowaznienie administratora. Pracownicy/wsp&tpracownicy maja
dostep wytacznie do danych w takim zakresie, jaki zostat wskazany w upowaznieniu i
wynika z umowy o prace lub umowy cywilnoprawnej oraz przydzielonych
zadan/obowigzkéw (zasada wiedzy koniecznej i zasada minimalizacji danych);

dostep do systemu jest mozliwy wytgcznie po podaniu identyfikatora i wlasciwego hasta
(logowanie). Identyfikator jest w sposdb jednoznaczny przypisany uzytkownikowi, ktory
jest odpowiedzialny za wszystkie czynnosci wykonywane przy jego uzyciu,

uzytkownik systemu informatycznego jest zobowigzany do logowania sie w taki sposob,
aby uniemozliwi¢ poznanie loginu i hasta przez osoby nieupowaznione.
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Zasady szczegélne pracy w systemie informatycznym okreslone sg w ,Instrukcji zarzagdzania
systemem informatycznym” rozdziat VI: Procedury rozpoczecia, zawieszenia i zakohczenia

pracy.

§16.

Czasowe (w trakcie pracy) opuszczenie przez pracownika stanowiska, na ktérym
przetwarzane sg dane osobowe, wigze sie z zastosowaniem dostepnych srodkéw
zabezpieczajgcych, by chroni¢ uzywane zasoby danych osobowych przed dostepem do nich
0s6b nieuprawnionych.

Catkowite (po zakonczeniu pracy w danym dniu) opuszczenie pomieszczenia, w ktérym
przetwarzane sg dane osobowe, wigze sie z zastosowaniem wszystkich dostepnych srodkéw
zabezpieczajgcych to pomieszczenie przed wejsciem tam osdb niepowotanych.

Zabronione jest opuszczenie przez pracownika przetwarzajgcego dane osobowe obszaru ich
przetwarzania bez zastosowania odpowiedniego zabezpieczenia. Wszelkie konsekwencje
takiego naruszenia mogg by¢ traktowane jako niedopetnienie podstawowych obowigzkéw
pracowniczych.

Udostepnianie danych osobowych

§17.

Udostepnianie danych osobowych podmiotom lub osobom spoza Uczelni moze nastgpi¢ na
podstawie rozporzadzenia (RODO) - w przypadkach wskazanych w art. 6 9 albo na
podstawie regulacji zawartych w przepisach krajowych ustaw szczeg6lnych.

Dane osobowe udostepniane sg podmiotom kontrolnym uprawnionym do kontroli
dziatalnos$ci administratora oraz podmiotom uprawnionym do przetwarzania danych
osobowych zgodnie z przepisami prawa powszechnie obowigzujgcego.

Podmiotami, o ktérych mowa w pkt 2 powyzej, sg w szczegdlnosci: Panstwowa Inspekcja
Pracy, Zaktad Ubezpieczen Spotecznych, organy kontroli skarbowej, Policja i stuzby specjalne
(Agencja Bezpieczenstwa Wewnetrznego, Agencja Wywiadu, Centralne Biuro Antykorupcyjne,
Stuzby Kontrwywiadu Wojskowego, Stuzby Wywiadu Wojskowego), sgdy powszechne,
Najwyzsza Izba Kontroli, Urzagd Ochrony Danych Osobowych, a takze inne osoby, podmioty i
organy upowaznione przez przepisy prawa i dziatajgce w granicach przyznanych im
uprawnien.

Powierzenie przetwarzania danych osobowych

§18.

Umowa powierzenia przetwarzania danych osobowych dotyczy wytgcznie danych osobowych
wynikajacych z realizacji umowy zasadniczej.

Przetwarzanie danych osobowych moze zosta¢ powierzone, w zakresie dziatalnosci
prowadzonej przez Uczelnig, innemu podmiotowi, pod warunkiem zawarcia z tym
podmiotem pisemnej umowy, na zasadach okreslonych w art. 28 rozporzgdzenia (RODO).
Zezwala sie na korzystanie wytacznie z ustug takich podmiotow przetwarzajgcych, ktére
zobowiazuja sie do ochrony danych osobowych oraz zapewniajg wystarczajgce gwarancje
wdrozenia odpowiednich srodkdéw technicznych i organizacyjnych wskazanych w art. 32
rozporzadzenia.

Umowa, o ktérej mowa w ust. 1 powinna w szczegolnosci okreslac:

1) przedmioti czas trwania przetwarzania;
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2) charakter i cel przetwarzania;
3) rodzaj danych osobowych oraz kategorie oséb, ktérych dane dotyczg;

4) obowigzki i prawa Administratora oraz podmiotu przetwarzajgcego wynikajace
bezposrednio z art. 28 rozporzadzenia, a takze zapewnia¢ Administratorowi mozliwos¢
kontroli zgodnosci przetwarzania danych z przepisami o ochronie danych osobowych w
podmiocie, bedacym strong umowy zaréwno przed jak i w trakcie trwania umowy.

Umowa o powierzenie przetwarzania danych powinna zosta¢ przed podpisaniem,
przekazana do Inspektora Ochrony Danych celem zaopiniowania.

Wz6r umowy powierzenia stanowi zatacznik nr 7 do niniejszej Polityki.

W uzasadnionych przypadkach dopuszcza sie zastosowanie innego wzorca umowy - pod
warunkiem, iz bedzie on uwzgledniat elementy o jakich mowa w ust 4.

Wspoétadministrowanie
§19.

W przypadku wspdlnego przetwarzanie danych w zbiorach przez Uczelnie z innym
podmiotem, na mocy zawartej umowy lub porozumienia, ustalajg one wspdlnie cele

i sposoby przetwarzania danych (sg wspoétadministratorami danych). W drodze wspdlnych
uzgodnien wspotadministratorzy w przejrzysty sposdb okreslajg odpowiednie zakresy swojej
odpowiedzialnosci dotyczgcej wypetniania obowigzkéw wynikajgcych z przepiséw prawa
powszechnie obowigzujgcego oraz aktdw prawa wewnetrznego obowigzujgcych w obu
podmiotach, w szczegdlnosci w odniesieniu do wykonywania przez osobe, ktérej dane
dotycza, przystugujacych jej praw, oraz ich obowigzkéw w odniesieniu do podawania
informacji, o ktérych mowa w art. 13i 14 RODO, chyba ze przypadajgce im obowigzki i ich
zakres okresla prawo powszechnie obowigzujgce. W uzgodnieniach mozna wskaza¢ punkt
kontaktowy dla 0sdb, ktorych dane dotycza.

Uzgodnienia, o ktérych mowa w pkt 1, nalezycie odzwierciedlajg odpowiednie zakresy
obowigzkéw wspotadministratoréw oraz relacje pomiedzy nimi a osobami, ktérych dane
dotyczg. Zasadnicza tres¢ uzgodnien jest udostepniana osobom, ktérych dane dotycza.

Niezaleznie od uzgodnien, o ktérych mowa w pkt 1, osoba, ktérej dane dotyczg, moze
wykonywac przystugujace jej prawa wynikajgce z przepiséw prawa powszechnego wobec
kazdego z Administratorow.

Informacja o wspétadministrowaniu zbiorem danych (wskazanie wspétadministratoréow)
odnotowywane jest w Rejestrze Czynnosci Przetwarzania.

Obowigzek informacyjny
§ 20.

Osoba, ktorej dane osobowe dotyczg, na podstawie art. 15 RODO ma prawo do uzyskania
potwierdzenia, czy jej dane osobowe s3 przetwarzane w Uczelni, a jezeli ma to miejsce, jest
uprawniona do uzyskania dostepu do nich oraz nastepujgcych informacji o:

1) celu przetwarzania;
2) kategorii odnosnych danych osobowych;

3) odbiorcach lub kategoriach odbiorcéw, ktérym dane osobowe zostaty lub zostang
ujawnione, w szczegdlnosci o odbiorcach w panstwach trzecich lub organizacjach
miedzynarodowych;
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4) w miare mozliwosci - planowanym okresie przechowywania danych osobowych, a gdy nie
jest to mozliwe, o kryteriach ustalania tego okresu;

5) prawie do zgdania od administratora sprostowania, usuniecia lub ograniczenia
przetwarzania danych osobowych dotyczacego osoby, ktdrej dane dotyczg, oraz prawie
do wniesienia sprzeciwu wobec takiego przetwarzania;

6) prawie wniesienia skargi do organu nadzorczego;

7) jezeli dane osobowe nie zostaty zebrane od osoby, ktérej dane dotycza - wszelkie
dostepne informacje o ich Zrédle;

8) zautomatyzowanym podejmowaniu decyzji, w tym o profilowaniu, o ktérym mowa w art.
22 ust. 114, RODO oraz - przynajmniej w tych przypadkach - istotne informacje o
zasadach ich podejmowania, a takze o znaczeniu i przewidywanych konsekwencjach
takiego przetwarzania dla osoby, ktdrej dane dotycza.

2. Uczelnia, jako administrator danych, w ramach wypetnienia tzw. obowigzku informacyjnego
okreslonego w art. 13§ 14 RODO podaje informacje wskazane w ust.1 w stosownych
klauzulach informacyjnych przygotowywanych pod nadzorem I0OD. Klauzule informacyjne sg
zamieszczane na stronach internetowych Uczelni, stanowig zataczniki w poczcie
elektronicznej lub sg przekazywane odpowiednim adresatom wraz z dokumentacjg
papierowa.

3. W przypadkach i na zasadach okreslonych w art. 16-22 RODO, osoba, ktérej dane osobowe
dotyczg ma prawo do:

1) zadania, aby jej dane osobowe zostaty niezwtocznie sprostowane, jezeli sg nieprawidtowe
lub aby zostaty uzupetnione, jezeli dane te sg niekompletne,

2) zadania usuniecia danych osobowych,
3) zadania ograniczenia przetwarzania danych osobowych,

4) otrzymania w okreslonym formacie danych osobowych i przestania ich do innego
administratora lub zgdania przestania takich danych bezpos$rednio innemu
administratorowi,

5) whniesienia sprzeciwu - z przyczyn zwigzanych z jej szczegdlng sytuacjg - wobec
przetwarzania jej danych osobowych,

6) niepodlegania decyzji podjetej wylacznie na podstawie przetwarzania, ktére odbywa sie w
sposéb zautomatyzowany (np. profilowanie).
4. Procedura dotyczaca realizacji praw 0séb ktérych dane dotyczg, stanowi zatgcznik nr 8 do
Polityki.

10. Przekazanie danych osobowych do panstwa trzeciego

§21.

Szczegodtowe zasady przekazywania danych osobowych do panstwa trzeciego lub organizacji
miedzynarodowej sg okreslone w RODO w Rozdziale V (artykuty 44-50), ktore dopuszczajg
przekazanie danych, gdy panstwo trzecie lub organizacja miedzynarodowa zapewniajg
odpowiedni stopien ochrony danych, co moze by¢ stwierdzone przez Komisje Europejska w
drodze decyzji, lub gdy zastosowano odpowiednie mechanizmy zabezpieczajgce, takie jak
standardowe klauzule umowne, wigzgce regutu korporacyjne czy mechanizmy certyfikacji.
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NARUSZENIE OCHRONY DANYCH OSOBOWYCH

§22.

Wprowadza sie jako obowigzujgcg w Uczelni ,Instrukcje postepowania w przypadku
naruszenia ochrony danych osobowych”, stanowigcg zatgcznik nr 9 do Polityki.

W przypadku gdy zdarzenie dotyczy systeméw teleinformatycznych zastosowanie majg
przepisy .Instrukcji zarzgdzania systemem informatycznym” rozdziat XIV: Procedury
zarzadzania incydentami z zakresu bezpieczenstwa informatycznego.

W przypadku wptyniecia do Uczelni informacji o zdarzeniu, IOD lub ASI analizuje otrzymane
informacje oraz podejmuje niezbedne czynnosci wyjasniajace.

REJESTROWANIE CZYNNOSCI PRZETWARZANIA

Inspektor Ochrony Danych prowadzi rejestr czynnosci przetwarzania danych osobowych w
Panstwowej Akademii Nauk Stosowanych w Gtogowie opracowany na podstawie zgtoszen
otrzymywanych z poszczegdlnych jednostek organizacyjnych.

Rejestr, o ktérym mowa w ust. 1 stanowi zestawienie wszystkich podstawowych proceséw i
czynnosci zwigzanych z przetwarzaniem danych osobowych w Uczelni. W rejestrze tym
zamieszcza sie nastepujgce informacje:

1) nazwe oraz dane kontaktowe Administratora oraz inspektora ochrony danych;
2) cele przetwarzania;

3) podstawe prawng przetwarzania;

4) nazwe systemu lub oprogramowania stuzgcego do przetwarzania danych;

5) opis kategorii 0sob, ktérych dane dotyczg oraz kategorii danych osobowych;
6) kategorie odbiorcow, ktérym dane osobowe zostaty lub zostang ujawnione;

7) transfer danych do panstwa trzeciego lub organizacji miedzynarodowej;

8) planowane terminy usuniecia poszczegdlnych kategorii danych;

9) ogdlny opis technicznych i organizacyjnych srodkéw bezpieczeristwa.

Kierownicy jednostek organizacyjnych sg zobowigzani do zgtaszania do IOD wszystkich
czynnosci przetwarzania danych osobowych realizowanych w ramach podlegtych im
jednostek, o ile nie zostaty one zgtoszone wczesniej.

OCHRONA DANYCH W FAZIE PROJEKTOWANIA ORAZ DOMYSLNA OCHRONA DANYCH

W przypadku opracowywania, projektowania, dokonywania wyboru, a takze w toku samego
wykorzystywania ustug, aplikacji czy innych produktéw opierajgcych sie na przetwarzaniu
danych niezbednym jest uwzglednienie ochrony danych juz w fazie projektowania (privacy by
design) oraz domyslnej ochrony danych (privacy by default) przy zastosowaniu odpowiednich
Srodkéw technicznych i organizacyjnych.

Przy tworzeniu i wdrazaniu technologii opartych na przetwarzaniu danych wymagana jest
konsultacja z Inspektorem Ochrony Danych, w zakresie informatyki - z Administratorem Sieci
Informatycznych.
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Xl. POSTANOWIENIA KONCOWE
1. Niniejsza Polityka jest na biezgco poddawana analizie i w razie potrzeby aktualizowana. |IOD
analizuje, czy Polityka jest adekwatna do zmian:

a) organizacyjnych w Uczelni, w tym réwniez zmian statusu oséb upowaznionych do
przetwarzania danych osobowych,

b) w obowigzujacym prawie.

2. Wraz z przegladem Polityki bezpieczeristwa 10D kontroluje réwniez pracownikow i inne
podmioty upowaznione do przetwarzania danych osobowych pod katem przestrzegania
przez te osoby niniejszej Polityki, Instrukcji zarzgdzania systemem informatycznym oraz
przepiséw RODO (audyty dorazne).

3. Kazda osoba upowazniona do przetwarzania danych osobowych, przed dopuszczeniem do
przetwarzania danych zobowigzana jest zapoznac sie z niniejszym dokumentem oraz ztozy¢
stosowne oswiadczenie potwierdzajgce znajomosc jego tresci.

XIl. LISTA ZALACZNIKOW

Zatacznik nr 1 - Wz6r upowaznienia do przetwarzania danych osobowych
Zatgcznik nr 2 - Procedura dotyczgca kluczy

Zatgcznik nr 3 - Wykaz zbioréw danych

Zatacznik nr 4 - Wykaz zastosowanych srodkéw ochrony

Zatacznik nr 5 - Wz6r powotania Inspektora Ochrony Danych

Zatgcznik nr 6 - Wzo6r powotania Administratora Systemoéw Informatycznych
Zatgcznik nr 7 - Wz6r umowy powierzenia przetwarzania danych osobowych
Zatacznik nr 8 - Procedura dotyczaca realizacji praw osob ktérych dane dotyczg

Zatacznik nr 9 - Instrukcja postepowania w przypadku naruszenia ochronnych danych osobowych
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