Zatgcznik nr 1
do Polityki bezpieczenstwa w zakresie ochrony danych.
z dnia 8 stycznia 2026 r.

GHogow, dNid....c.ccveeeevireerencnineenes

UPOWAZNIENIE NR.........
DO PRZETWARZANIA DANYCH OSOBOWYCH

Na podstawie art. 29 oraz art. 32 ust. 4 rozporzadzenia Parlamentu Europejskiego i Rady (UE)
2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony o0so6b fizycznych w zwigzku z przetwarzaniem
danych osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy
95/46/WE (ogblne rozporzadzenie o ochronie danych) (Dz. Urz. UE L 119, s.1) - zwanym dalej RODO -
nadaje upowaznienie Pani/Panu:

zatrudnionq/ym NQ StANOWISKU..........ccceeeeeeeveeeeeereesesenenireenn. %,

0AbyWaQCQ/YM SEOZ W ..ottt (wpisac dziat lub komdrke organizacyjng)*,
odbywajgcq/ym praktyki studenckie (wpisac dziat lub komdrke organizacyjng)*

PrOWAAZQCQ/YM ZAJECIA W .eeevveveieirerererrsisisisisisisiesvssssnssssssssssssssnssssssssssssans NEUMOWY: ... *E

* niepotrzebne skreslic
** dotyczy umow cywilnoprawnych

do przetwarzania danych osobowych na polecenia administratora w zakresie petnionych obowigzkéw
stuzbowych, tj. uzyskuje Pani/Pan dostep do nastepujgcego zbioru/zbioréw danych osobowych:

Lp. Nazwa zbioru danych osobowych zgodna z PBI do;t:;;ircc))\\l/vv;rsji dzlse;clftpr:r?icv;/r?(r;ji
1.
2.
3.

Zobowigzuje Panig/Pana do przetwarzania danych osobowych, zgodnie z udzielonym upowaznieniem oraz
z przepisami RODO, ustawy z dnia 10 maja 2018 r. o ochronie danych osobowych, Kodeksu pracy, a takze
z Polityka bezpieczenstwa w zakresie ochrony danych osobowych Panstwowej Akademii Nauk Stosowanych
w Glogowie.

Jednoczes$nie upowazniam Panig/Pana do tworzenia/posiadania dla potrzeb wykonywanej pracy zestawien,
ewidencji oraz rejestréow z danymi osobowymi, z zachowaniem petnej ich ochrony przy zastosowaniu srodkow
technicznych i organizacyjnych wdrozonych w Panstwowej Akademii Nauk Stosowanych w Gtogowie.

OSWIADCZENIE OSOBY UPOWAZNIONE]

Niniejszym zobowigzuje sie do zachowania poufnosci, nieujawniania osobom nieupowaznionym i zachowania
w tajemnicy wszelkich danych z ktdrymi mam styczno$¢ podczas wykonywania zadan stuzbowych lub bede
miata/miat dostep, a nie przeznaczonych do publicznego rozpowszechniania.

Potwierdzam, ze zapoznatam/tem sie z Politykg bezpieczenstwa w zakresie ochrony danych osobowych oraz
wszelkimi regulacjami z tego zakresu, wprowadzonymi przez Administratora Danych.

Jednoczesnie jestem Swiadoma/swiadomy, ze osoby upowaznione do przetwarzania danych zobowigzane sg
zachowac w tajemnicy przetwarzane dane osobowe oraz sposoby ich zabezpieczenia, takze po ustaniu stosunku
pracy/zakonczeniu stazu/zakonhczeniu praktyk/ustania obowigzywania umowy* lub po uptywie waznosci
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upowaznienia. Ponadto podlegajg odpowiedzialnosci karnej wynikajacej z art. 266 kodeksu karnego.

Zobowigzuje sie do nierozpowszechniania i niewykorzystywania informacji zdobytych w trakcie wykonywania
obowigzkéw stuzbowych, a takze po ustaniu zatrudnienia/zakohczeniu stazu/zakohczeniu praktyk/ustaniu
obowigzywania umowy*. Z chwilg ustania zatrudnienia/zakohczenia stazu/zakonczenia praktyk/ustania
obowigzywania umowy* zobowigzuje sie do niezwtocznego zwrdcenia administratorowi wszelkich dokumentéw
oraz innych materiatéw dotyczacych informacji chronionych.

Przyjmuje do wiadomosci i akceptuje, iz postepowanie sprzeczne z powyzszymi zobowigzaniami moze by¢ uznane
za ciezkie naruszenie podstawowych obowigzkéw pracowniczych w rozumieniu przepiséw Kodeksu Pracy oraz,
ze strona poszkodowana ma prawo do dochodzenia na zasadach ogélnych odszkodowania odpowiadajgcego
wysokosci poniesionej szkody.

podpis pracownika/stazysty/praktykanta/wykonawcy umowy*
* niepotrzebne skreslic

WYPELNIA ADMINISTRATOR DANYCH

1. W zwigzku z wydanym upowaznieniem, zobowigzuje Administratora Systemu Informatycznego do wydania
stosownego dostepu do systemu informatycznego wedtug ponizszej tabeli.

2. Otrzymanie dostepu do systemu informatycznego polega na przydzieleniu uzytkownikowi unikalnego loginu do
systemu oraz hasta startowego.

Upowazniony jest zobowigzany zmieni¢ otrzymane hasto startowe przy pierwszym logowaniu do systemu.

4. Hasto wprowadzone przez upowaznionego powinno zamiera¢ minimum 16 znakéw, W hasle powinny by¢
uzywane mate i wielkie litery, cyfry oraz znaki specjalne (np. !, @, #, $). Brak osobistych danych: nalezy unika¢
uzywania imion, dat urodzenia lub innych tatwych do odgadniecia informacji. Cigg znakéw nie powinien by¢
ciggiem logicznym.

Lp. | Nazwa systemu informatycznego

1.
2.
data i podpis upowaznionego podpis ADO
Dostep do ww. systemu informatycznego zostat udzielony dnia .......c.coceceeeecerniveenenee. r.
podpis upowaznionego podpis ADO

strona2z2



